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It starts with awareness among users. In short: have your IT manager make a 
how-to video, give a short workshop and write down work instructions for your 
employees. Cybersecurity stands or falls with how colleagues deal with devices. So, 
lock that screen when you go to get coffee.

Does your touchscreen have an operating 
system? Then have your IT department lock 
the USB ports so no one can insert a USB 
stick unauthorized.

Avoid unsafe browsers that are not up-to-
date. Also, never use a browser on a shared 
device to log in to anything or gain access to 
personal or company documents.

Never use free WiFi access points to check up 
on personal or company data. Need to check 
something when you’re on the road? Then use 
your 4G or 5G hotspot.

Always secure your home WiFi with 
WPA2 personal or Enterprise.

Is no one joining the meeting remotely? 
Use the touchscreen as a standalone 
digital whiteboard and end the video call.


